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. . DCID No. 1/14

13 May 1976

DIRECTOR OF CENTRAL INTELLIGENCE DIRECTIVE NO. 1/14"

MINIMUM PERSONNEL SECURITY STANDARDS AND PROCEDURES
GOVERNING ELIGIBILITY FOR ACCESS TO SENSITIVE
' COMPARTMENTED INFORMATION

(Effective 13 May 1976)

M—( ﬂ/u(vu/.zo,g(/ W Molew /2065
Pursuant to the provisions og‘&ocuﬁu-grderﬂ%, Section 102 of the National
Security Act of 1947 and National Security Council Directives, the following
minimum personnel security standards, procedures and continuing security programs
are hereby established for all United States Government civilian and military
personnel, consultants, contractors, employees of contractors and other individuals
who require access to Sensitive Compartmented Information * (hereinafter referred to
as SCI). The standards, procedures and programs established herein are minimum and
the departments and agencies may establish such additional security steps as may be

deemed necessary and appropriate to ensure that effective security is maintained.

. . Purpose

1. The purpose of this Directive is to enhance the security protection of SCI
through the application of minimum security standards, procedures and continuing
security programs, and to facilitate the security certification process among Govern-
ment departments and agencies.

Applicability

2. The provisions of the Directive shall apply to all persons (other than elected
officials of the United States Government, federal judges and those individuals for
whom the DCI makes a specific exception) without regard to civilian or military
status, form of employment, official rank or position or length of service.

8. Individuals who do not meet the minimum security criteria contained herein
and who are, therefore, denied access to SCI shall not, solely, for this reason, be
considered ineligible for access to other classified information. Individuals whose
access to SCI has been authorized as an exception granted in accordance with
paragraph 7 below, shall not, solely for that reason, be considered eligible for access to
other classified information.

! This directive supersedes DCID 1/14 approved 1 July 1968.

* The term “Sensitive Compartmented Information” as used in this Directive is intended to include all
information and materials bearing special community controls indicating restricted handling within present
and future community intelligence collection programs and their end products for which community
systems of compartmentation have been or will be formally established. The term does not include

) ‘ Restricted Data as defined in Section II, Public Laws 585, Atomic Energy Act of 1854, as amended.
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